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LABOUR MARKET EVOLUTION IN THE AGE OF ARTIFICIAL INTELLIGENCE

The article explores the transformative role of automation and artificial intelligence in
reshaping the labour market. It analyses task substitution, job displacement, and the emergence
of hybrid professions. Based on recent studies, it also examines labour polarization, national-level
challenges such as in Slovakia, and the disruptive potential of generative Al, including ChatGPT.
The paper concludes that future adaptation requires proactive education, policy reform, and
emphasis on human—Al complementarity.

Key words: automation, artificial intelligence, professions, labour market, inequality,
generative Al, reskilling, hybrid skills.

Y cmammi Oocnioxcyemvcs mpancgopmayilina ponv asmomamusayii. ma uimyyHo2o
iHmenekmy y nepemeopeHHi puHKy npayi. AHAni3yiomvcs 3aMiujeHHs 3a80aHb, GUMICHEHHs.
pobouux micyb ma nossa 2ibpuoHux npocgpecii. Ha 0cHO8I 0CmMaHHIX 00CNIOMNCEHb MAKOH#C
PO32NA0AI0MbCA NONAPUZAYIA NPayi, BUKIUKU HA HAYIOHATbHOMY pieHi, maki Ak y Crosauuuni, ma
pyunieHutl nomenyian eewepamusnoeo LI, exnouarouu ChatGPT. 'V cmammi pooumbcs
BUCHOBOK, WO MAUOYMHA a0anmayis eumMazac NpoakmusHoi oceimu, pedhopmu noaimuxu ma
axKyenmy Ha 63a€M000N08HI08anocmi atoounu ma L111.

Knwuoei cnoea: asmomamuzayis, wmyunuti inmenekm, npogecii, puHoK npayi, HepigHicmb,
2eHepamuHULL WMYYHUL iIHmeleKm, nepexkeanigixayis, 2iOpuoOHi HABUUKU.

In the near future, artificial intelligence may transform from a promising field of research into
a disruptive economic force. Its impact on the labour market is multifaceted, creating both
opportunities and threats. Tyson et al. argue that Al is a form of ‘routine technological change on
steroids’ that accelerates the replacement of not only physical but also cognitive tasks [2, p. 257].

Furthermore, technological development is not evenly distributed across countries. Novakova
emphasises that in Slovakia, the digital transformation of the economy requires a new strategy to
address the shortage of skilled workers and prevent long-term unemployment [1, p. 9]. This makes
the national context critically important for understanding the consequences of automation.

At the same time, the emergence of generative Al has intensified the debate. According to
Zarifkhonavar, ChatGPT alone could completely affect 32.8% of professions, partially affect
36.5%, and leave only 30.7% relatively unaffected [3, p. 101]. Such estimates suggest that the
spread of Al tools will be more disruptive than previous waves of digitalisation.
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It is important to note that the most important feature of Al-based automation is its task-
oriented nature. Tyson and his colleagues emphasize that robots are rarely fully automated.
Instead, certain tasks within their scope are indeed replaced, but others are reimagined or new ones
are created [2, p. 259]. For example, in healthcare, artificial intelligence can automate the
diagnosis of diseases, but it cannot replace the role of humans in communicating results to patients.

This creates a so-called displacement effect, whereby the demand for labor decreases in
certain tasks, while in others it remains unchanged or increases. In practice, many jobs are being
restructured, and the role of humans is shifting toward supervision, creativity, and responsibility,
which gives people more energy for new ideas [2, p. 260].

Novakova notes that in Slovakia, the greatest risk of displacement is in low- and medium-
skilled occupations, particularly in manufacturing, logistics, and administrative support [1, p. 12].
However, she also notes that sectors related to ICT and knowledge-intensive industries may create
new opportunities, leading to a huge gap between those who can adapt and those who are left
behind.

Of course, the consequences of automation will vary depending on the industry, wage level,
and country. In developed economies, the introduction of artificial intelligence can lead to
increased productivity, but also to polarization of employment structures. Medium-skilled workers
are particularly vulnerable, as the routine components of their work are being automated, while
the non-routine elements do not guarantee employment stability [2, p. 261].

In Slovakia, for example, Novakova notes that education systems do not yet fully meet the
needs of the digital economy. As a result, there is a mismatch between the skills that workers
possess and those that employers require [1, p. 14]. This mismatch slows down adaptation and
increases the risks of unemployment in traditional sectors in the future.

It is worth noting that generative artificial intelligence exacerbates these imbalances.
Zarifkhanavar shows that administrative, office, and content-related professions are most
vulnerable to ChatGPT. In contrast, professions that require empathy, creativity, and complex
problem-solving are more resilient [3, p. 105]. However, paradoxically, many highly paid
intellectual workers are also vulnerable, as Al can now perform a significant portion of analytical
and communication tasks, which could lead to staff reductions in the future [3, p. 107].

Beyond theoretical aspects, one of the most notable outcomes of Al implementation is the
emergence of hybrid professions. For example, lawyers can rely on Al to draft documents,
focusing their own efforts on interpretation and client relations. Teachers can use Al tutors to
assess students, but must remain central to motivating and guiding learning.

Moreover, Tyson et al. argue that such hybridization leads to polarization in the labor market.
There is a growing demand for highly skilled professionals capable of managing Al, but the
number of mid-income jobs is declining [2, p. 262]. At the same time, many low-paying jobs
remain, especially in the service sector, where human presence is essential.

Novakova also confirms these trends in Slovakia, warning that without large-scale retraining,
social inequality will deepen and many regions risk prolonged economic stagnation [1, p. 15]. This
underscores the importance of public policy in mitigating transition processes.

Generative artificial intelligence makes this issue even more pressing. Zarifkhanavar
concludes that adaptation will require continuous learning and retraining for a significant portion
of the workforce, as workers must master Al tools to remain employable [3, p. 110]. Nevertheless,
automation of repetitive tasks using Al has long been popular in manufacturing and logistics,
where Al improves efficiency through predictive maintenance, robotics, and intelligent logistics.
This reduces the demand for routine jobs but increases opportunities for engineers, technicians,
and systems supervisors [1, p. 13].

Unfortunately, administrative and clerical functions are also significantly affected by
generative Al. ChatGPT can already compose emails, reports, and resumes, threatening a
significant portion of administrative jobs [3, p. 104]. However, professionals in these sectors can
transition to Al employee positions, controlling accuracy and rules. Although intellectual labor
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and creative sectors are often considered safe, they also face challenges. Al can compose texts,
analyze data, and even create designs. Tyson et al. emphasize that the reorganization of intellectual
work is one of the greatest challenges, as it affects professions that were once considered safe from
automation [2, p. 258].

In summary, the future of work largely depends on how well people can respond to change.
Tayson et al. argue that the complementarity of humans and Al should be paramount in the
evolution of work, so instead of replacing humans, Al should enhance their strengths [2, p. 262].
It is for this reason that Novakova emphasizes the need for a policy of continuous learning. In her
opinion, Slovakia should reform its educational programs, invest in digital skills, and support
retraining programs. These are urgent priorities for preventing structural unemployment [1, p. 16].

Zarifkhanavar adds that policymakers should monitor which professions are most vulnerable
to generative Al and provide targeted support to people, such as training subsidies, incentives for
the implementation of complementary Al, and social protection systems for displaced workers
[3, p. 112]. Automation and Al are not homogeneous forces, but components of a driving force for
change. They displace workers from routine tasks, increase productivity, and create new
opportunities. However, they also deepen inequality, polarize labor markets, and require new
skills.

In the end, research shows that the crucial question is not whether jobs will disappear, but how
they will transform. Hybrid professions, continuous learning and collaboration between humans
and Al will shape the future. Policymakers, educators and businesses must work together to ensure
that automation becomes a driver of sustainable development rather than a source of exclusion.
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KIBEPBE3BEKA. BE3IIEKA BEB-CAUTY

Y cmammi pozensinymo xomniexkcHuu nioxio 0o 3abesneuenHs Kibepbesnexku eeb-caiimie 6
YMO8ax 3pocmaroyux yugposux zacpos. Ilpoananizoeano cmamucmuyni 0aui wo0o macumaoie
KiOEep3104UHHOCI, 00CIIONHCEHO OCHOBHI MUnu amax Ha eeb-pecypcu. Ilpeocmaesneno mexnonozii
3axucmy, 30Kpema mixcmepedicesi eKpanu 6e0-000amkKis, CKanepu epaziueocmert ma cucmemu
monimopuney. Ocobauea ysaza npudinena npeseHmueHUM ma 0emeKmusHUM 3axo0am Oe3nexu,
ceMuemanuit cmpamezii 3axucmy 8eo-caumis ma Cy4acHuM meHOeHYisiM.

Kniouosi cnosa: xidvepoesnexa, desnexa eed-caumis, xioepsazposu, SQL-in'exyii, DDOS-
amaxu, Midcmepedxcesi ekpauu, Oacamopakxmoprna asmenmupikayis, KeAHMOB0-CMIUKA
Kpunmozpagis, npeseHmueHi 3axo00u Oe3nexu.

The article examines a comprehensive approach to ensuring website cybersecurity in the

context of growing digital threats. Statistical data on the scale of cybercrime is analyzed, and main
types of attacks on web resources are studied. Technologies and protection tools are presented,
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